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Legal information

Warning notice system

This manual contains notices you have to observe in order to ensure your personal safety, as well as to prevent
damage to property. The notices referring to your personal safety are highlighted in the manual by a safety alert
symbol, notices referring only to property damage have no safety alert symbol. These notices shown below are
graded according to the degree of danger.

<table>
<thead>
<tr>
<th>⚠️ DANGER</th>
</tr>
</thead>
<tbody>
<tr>
<td>Indicates that death or severe personal injury will result if proper precautions are not taken.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>⚠️ WARNING</th>
</tr>
</thead>
<tbody>
<tr>
<td>Indicates that death or severe personal injury may result if proper precautions are not taken.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>😵 CAUTION</th>
</tr>
</thead>
<tbody>
<tr>
<td>Indicates that minor personal injury can result if proper precautions are not taken.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>💄 NOTICE</th>
</tr>
</thead>
<tbody>
<tr>
<td>Indicates that property damage can result if proper precautions are not taken.</td>
</tr>
</tbody>
</table>

If more than one degree of danger is present, the warning notice representing the highest degree of danger will
be used. A notice warning of injury to persons with a safety alert symbol may also include a warning relating to
property damage.

Qualified Personnel

The product/system described in this documentation may be operated only by personnel qualified for the specific
task in accordance with the relevant documentation, in particular its warning notices and safety instructions.
Qualified personnel are those who, based on their training and experience, are capable of identifying risks and
avoiding potential hazards when working with these products/systems.

Proper use of Siemens products

Note the following:

<table>
<thead>
<tr>
<th>⚠️ WARNING</th>
</tr>
</thead>
</table>
| Siemens products may only be used for the applications described in the catalog and in the relevant technical
documentation. If products and components from other manufacturers are used, these must be recommended
or approved by Siemens. Proper transport, storage, installation, assembly, commissioning, operation and
maintenance are required to ensure that the products operate safely and without any problems. The permissible
ambient conditions must be complied with. The information in the relevant documentation must be observed. |

Trademarks

All names identified by ® are registered trademarks of Siemens AG. The remaining trademarks in this publication
may be trademarks whose use by third parties for their own purposes could violate the rights of the owner.

Disclaimer of Liability

We have reviewed the contents of this publication to ensure consistency with the hardware and software
described. Since variance cannot be precluded entirely, we cannot guarantee full consistency. However, the
information in this publication is reviewed regularly and any necessary corrections are included in subsequent
editions.
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Overview of the protective functions of the CPU

Introduction

This chapter describes the following functions for protecting the S7-1500 automation system against unauthorized access:

- Access protection
- Know-how protection
- Copy protection
- Protection by locking the CPU

Further measures for protecting the CPU

The following measures additionally increase the protection against unauthorized accesses to functions and data of the S7-1500 CPU from external sources and via the network:

- Deactivation of the Web server
- Deactivation of the time synchronization via an NTP Server
- Deactivation of the PUT/GET communication

When the Web server is used, you protect your S7-1500 automation system against unauthorized access by setting password-protected access rights for specific users in the user management.
Using the display to configure additional access protection

Introduction

On the display of an S7-1500, you can block access to a password-protected CPU (local lock). The access lock is only in effect, when the operating mode switch is in the RUN position.
The access lock applies independently of password protection, i.e. if someone accesses the CPU via a connected programming device and has entered the correct password, access to the CPU is still blocked.
The access block can be set separately for each access level on the display, so that, for example, read access is allowed locally, but write access is not allowed locally.

Procedure

If an access level with a password is configured in STEP 7, access can be blocked using the display.

Proceed as follows to set the local access protection for an S7-1500 CPU on the display:
1. On the display, select Settings > Protection menu.
2. Confirm the selection using "OK", and configure for each access level, whether access at the RUN mode selector is allowed or not:
   - Allow: Access to the CPU is possible, provided the corresponding password in STEP 7 is entered.
   - Deactivated in RUN: When the operating mode switch is in the RUN position, no more users with privileges for this access level can log in to the CPU, even if they know the password. In STOP mode, access is possible with password entry.

Access protection for the display

A password can be configured for the display in STEP 7 in the properties of the CPU so that the local access protection is protected by a local password.
Using the display to configure additional access protection
Know-how protection

You can use know-how protection to protect one or more blocks of the OB, FB, FC type and global data blocks in your program from unauthorized access. You can enter a password in order to restrict access to a block. The password protection prevents the block from being read or changed without authorization.

Without the password only the following data concerning the block can be read:

- Block title, comments and block properties
- Block parameters (INPUT, OUTPUT, IN, OUT, RETURN)
- Call structure of the program
- Global tags without information on the point of use

Further actions that can be carried out with a know-how protected block:

- Copying and deleting
- Calling in a program
- Online/offline comparison
- Load
Setting up block know-how protection

1. Open the properties of the respective block.
2. Select the "Protection" option under "General".
3. Click the "Protection" button to display the "Know-how protection" dialog.
4. Click the "Define" button to open the "Define password" dialog.
5. Enter the new password in the "New password" field. Enter the same password in the "Confirm password" field.
6. Click "OK" to confirm your entry.
7. Close the "Know-how protection" dialog by clicking "OK".

Result: The blocks selected will be know-how-protected. Know-how protected blocks are marked with a lock in the project tree. The password entered applies to all blocks selected.
Opening know-how protected blocks

1. Double-click the block to open the "Access protection" dialog.
2. Enter the password for the know-how protected block.
3. Click "OK" to confirm your entry.

Result: The know-how-protected block will open.

Once you have opened the block, you can edit the program code and the block interface of the block for as long as the block or TIA Portal is open. The password must be entered again the next time the block is opened. If you close the "Access protection" dialog with "Cancel", the block will open but the block code will not be displayed and you will not be able to edit the block.

The know-how protection of the block is not removed if, for example, you copy the block or add it to a library. The copies will also be know-how-protected.

Removing block know-how protection

1. Select the block from which you want to remove know-how protection. The protected block may not be open in the program editor.
2. In the "Edit" menu, select the "Know-how protection" command to open the "Know-how protection" dialog.
3. Deactivate the "Hide code (Know-how protection)" check box.
4. Enter the password.
5. Click "OK" to confirm your entry.

Result: Know-how protection will be removed from the block selected.
Copy protection allows you to bind the program or the blocks to a specific SIMATIC memory card or CPU. Through the linking of the serial number of a SIMATIC memory card or of a CPU the use of this program or of this block is only possible in combination with a specific SIMATIC memory card or CPU. With this function a program or block can be sent electronically (e.g. by e-mail) or by shipping a memory module.

When you set up such a copy protection for a block, also assign know-how-protection to this block. Without know-how protection, anyone can reset the copy protection. You must, however, set up copy protection first as the copy protection settings are read-only if the block is already know-how-protected.

Setting up copy protection

1. Open the properties of the respective block.
2. Select the "Protection" option under "General".
3. In the "Copy protection" area, select either the "Bind to serial number of the CPU" entry or the "Bind to serial number of the memory card" entry from the drop-down list.
4. Enter the serial number of the CPU or the SIMATIC memory card.
5. You can now set up the know-how protection for the block in the "Know-how protection" area.

Note

If you download a copy protected block to a device that does not match the specified serial number, the entire download operation will be rejected. This means that blocks without copy protection will also not be downloaded.
Removing copy protection

1. Remove any existing know-how protection.
2. Open the properties of the respective block.
3. Select the "Protection" option under "General".
4. In the "Copy protection" area, select the "No binding" entry from the drop-down list.
Protection by locking the CPU

Protect your CPU from unauthorized access using a sufficiently secured front cover. Using the latch on the CPU cover, you have the following options:

- Affix a seal
- Secure the front cover with a lock (shackle diameter: 3 mm)
Configuring access protection for the CPU

Introduction

The CPU offers four access levels, in order to limit access to specific functions.

By setting up the access levels and the passwords for a CPU, you limit the functions and memory areas that are accessible without entering a password. The individual access levels as well as the entry of their associated passwords are specified in the object properties of the CPU.

Access levels of the CPU

<table>
<thead>
<tr>
<th>Access levels</th>
<th>Access restrictions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Complete access (no protection)</td>
<td>The hardware configuration and the blocks can be read and changed by all users.</td>
</tr>
<tr>
<td>Read access</td>
<td>With this access level, read-only access to the hardware configuration and the blocks is possible without entering a password, which means you can download hardware configuration and blocks to the programming device. HMI access and access to diagnostics data is also possible. Without entering the password, you cannot load any blocks or hardware configuration into the CPU. Additionally, the following are not possible without the password: Test functions which write, changing the operating mode (RUN/STOP), and firmware update (online).</td>
</tr>
<tr>
<td>HMI access</td>
<td>With this access level only HMI access and access to diagnostics data is possible without entering the password. Without entering the password, you can neither load blocks and hardware configuration into the CPU, nor load blocks and hardware configuration from the CPU into the programming device. Additionally, the following are not possible without the password: Test functions which write, changing the operating mode (RUN/STOP), and firmware update (online).</td>
</tr>
<tr>
<td>No access (complete protection)</td>
<td>When the CPU is completely protected, no read or write access to the hardware configuration and the blocks is possible. HMI access is also not possible. The server function for PUT/GET communication is disabled in this access level (cannot be changed). Authentication with the password will again provide you full access to the CPU.</td>
</tr>
</tbody>
</table>

Each access level allows unrestricted access to certain functions without entering a password, e.g. identification using the "Accessible devices" function.

The CPU's default setting is "No restriction" and "No password protection". In order to protect access to a CPU, you must edit the properties of the CPU and set up a password.

Communication between the CPUs (via the communication functions in the blocks) is not restricted by the protection level of the CPU, unless PUT/GET communication is deactivated.
Configuring access protection for the CPU

Entry of the right password allows access to all the functions that are allowed in the corresponding level.

Note
Configuring an access level does not replace know-how protection

Configuring access levels prevents unauthorized changes to the CPU, by restricting download privileges. However, blocks on the SIMATIC memory card are not write- or read-protected. Use know-how protection to protect the code of blocks on the SIMATIC memory card.

Parameterizing the procedure at access levels

To configure the access levels of an S7-1500 CPU, follow these steps:

1. Open the properties of the S7-1500 CPU in the Inspector window.
2. Open the "Protection" entry in the area navigation.
   A table with the possible access levels appears in the Inspector window.

<table>
<thead>
<tr>
<th>Protection Level</th>
<th>Access</th>
<th>Access permission</th>
</tr>
</thead>
<tbody>
<tr>
<td>Protection</td>
<td>HMI</td>
<td>Read</td>
</tr>
<tr>
<td>Full access (no protection)</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Read access</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>HMI access</td>
<td>✓</td>
<td></td>
</tr>
<tr>
<td>No access (complete protection)</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

3. Activate the desired protection level in the first column of the table. The green checkmarks in the columns to the right of the respective access level show you which operations are still available without entering the password.
4. In the "Password" column, specify a password for the selected access level. In the "Confirmation" column, enter the selected password again to protect against incorrect entries.
   Ensure that the password is sufficiently secure, in other words, that is does not follow a pattern that can be recognized by a machine!
   You must enter a password in the first row ("Full access" access level). This enables unrestricted access to the CPU for those who know the password, regardless of the selected protection level.
5. Assign additional passwords as needed to other access levels if the selected access level allows you to do so.
6. Download the hardware configuration to the CPU, so that the access level will take effect.
Behavior of a password-protected CPU during operation

The CPU protection takes effect after the settings are downloaded in the CPU.

Before an online function is executed, the necessary permission is checked and, if necessary, the user is prompted to enter a password. The functions protected by a password can only be executed by one programming device/PC at any one time. Another programming device/PC cannot log on.

Access authorization to the protected data is in effect for the duration of the online connection, or until the access authorization is manually rescinded with "Online > Delete access rights".

Access to a password-protected CPU in the RUN mode can be limited locally in the display so that access with a password is also not possible.
Configuring protection of the HMI connection

Introduction

If the protection level "Complete protection" was set for the CPU, the HMI device can only access the CPU with the password stored there.

This function is only available with HMI devices from SIEMENS.

Procedure

1. Open the "Connections" editor in the project tree.
2. Select the integrated connection.
3. Enter the password for the CPU in the "Password" area.

Result

The HMI device can now communicate and exchange data with the CPU.